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NECA-IBEW LOCAL 480 HEALTH & WELFARE PLAN 
 

NOTICE OF PRIVACY PRACTICES 
(Revised February 16, 2025) 

 
 

This notice describes how medical information about you may be used and disclosed and 
how you can get access to this information. Please read it carefully! 

 
This notice is provided to you by the NECA-IBEW Local 480 Health and Welfare Plan (the 
“Plan”) to describe how we, our Business Associates and their subcontractors may use and/or 
disclose your Protected Health Information (“PHI”) to carry out treatment, payment or 
health care operations and for other purposes that are permitted or required by law. This 
notice will also inform you of your rights regarding your Protected Health Information, 
including but not limited to gaining access to your health information, placing restrictions on 
the use of your health information and learning with whom we have shared your health 
information. 

 
If you have any questions about this Notice, your rights or our use of your health information, 
please contact the Plan’s Privacy Officer, R. Joel Hill, at P.O. Box 721119, Byram, MS 39272; 
Phone: (601)373-8434 or (800)424-8434; email jhill@ibew480.org.  
 
 Protected Health Information (“PHI”) is information about the Participant, including 
demographic information, which may identify the Participant and which relates to past, present or 
future physical or mental health conditions related to health care as well as billing and payment for 
services. PHI specifically includes the Participant’s genetic information as defined by the 
Genetic Information Nondiscrimination Act of 2008. The term “Participant” as used throughout 
this notice includes not only the Employee/Participant, but also any spouse or other dependents 
receiving coverage through the Employee/Participant. 
 
 Federal law requires the Plan to maintain the privacy of your protected health 
information, to provide you with notice of its legal duties and privacy practices with respect 
to protected health information and to notify affected individuals following a breach of 
unsecured protected health information. 
 

We may change the terms of this Notice at any time and the new Notice will be effective for all 
PHI we maintain at the time of the revision. You are entitled to receive a copy of any revised version 
of this notice at any time. 

 
In order to provide you with insurance coverage, it is necessary for the Plan to collect personal 

information about you from many different sources. These sources might include, among others, you, 
your employer, the Plan Sponsor, other insurers, third party administrators and health care providers. 
The law regulates how we may and may not use the Participant’s medical information. 
 
HOW WE MAY USE OR DISCLOSE THE PARTICIPANT’S HEALTH INFORMATION:  
We may use electronic record systems to manage your benefits and care. These electronic systems 
have safeguards to protect the Participant’s information. We also have privacy policies and train our 
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employees to limit the use of the Participant’s information to those who need it to do their jobs. 
Following are ways the Plan may use the Participant’s medical information: 
 

• To provide care and treatment.  We will use and disclose the Participant’s PHI as allowed 
to provide, coordinate and manage the Participant’s health care, benefits and related services. 
Doctors, hospitals, nurse practitioners and other people who are not employed by the Plan 
may share information they have about the Participant with the Plan to enable the Plan to 
provide and manage benefits for the Participant. Likewise, the Plan may share the Participant’s 
PHI with healthcare providers such as doctors, hospitals, clinics, pharmacies, labs and 
therapists to assure the healthcare provider has the necessary information to diagnose and 
treat the Participant and to see that benefits are provided under the Plan. We may also 
communicate with healthcare providers for other treatment-related reasons. 
 

• For billing and payment.  We may use and share the Participant’s information so that those 
who have provided care and services to the Participant can bill and collect payment for those 
services. For example, we may, among other things, give or receive your information to or 
from a healthcare provider in order to give approval before a procedure is performed or to 
make sure the provider has been paid the correct amount for its services; to determine if a 
procedure is medically necessary; to obtain payment for any mail order pharmacy services 
provided to you; to conduct utilization reviews; to coordinate care; to determine eligibility; to 
determine formulary compliance; to collect premiums; to calculate cost-sharing amounts; and 
to respond to complaints and appeals. 
 

• For business reasons and for health care operations.  We may use and share your 
information for business reasons and to operate the Plan’s health care operations. When we 
do this, we may, when possible, remove information that identifies the Participant. Some of 
the business reasons for which we may use or share the Participant’s information include:  to 
follow laws and regulations applicable to the Plan; to train and educate our staff; for Plan 
administration; for credentialing, licensure, certification and accreditation; to improve the 
services we provide; to prepare budgets and business planning; to perform audits; to maintain 
our computer systems; to evaluate the Plan’s staff; to decide any additional services or benefits 
we should offer; to provide disease management for participant’s with specific diseases or 
conditions; to provide preventative care, case management and care coordination; to 
administer re-insurance and stop-loss insurance; to perform underwriting; to detect and 
investigate fraud; to implement data and information systems management; to provide 
customer service; and to find out how satisfied our Participants and their families are. Anyone 
we share the Participant’s information with in order to perform any of these tasks on our 
behalf must also protect the use of the Participant’s medical information. When required, the 
Plan enters into written agreements with such people or organizations to assure the 
Participant’s information is protected by them and their subcontractors. 
 

• To contact the Participant about appointments, insurance, billing and other matters.  
We may contact the Participant by mail, phone, text or email to discuss a scheduled procedure 
or treatment; benefits for a procedure or treatment; billing or payment; or to discuss case 
management. We may leave voice messages at the number provided for such communications. 
We may also use and disclose medical information to tell you about treatment alternatives or 
health-related benefits and services that may be of interest to you. 
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• For fundraising.  Although unlikely, the Plan has the right to use limited information to 
contact you for fundraising purposes. You have the right to ask not to be contacted for such 
fundraising purposes. If we contact you, we will tell you how to prevent future contacts if you 
so desire. 
 

• To inform family members or friends involved in your care or paying for your care. The 
Plan may share the Participant’s information with family members and friends who are 
involved in the Participant’s care or who are paying for the Participant’s care, but only to the 
extent the information is directly relevant to such person’s involvement with your care or 
payment for your care. For example, if a family member or caregiver calls us with prior 
knowledge of a claim, we may confirm whether the claim has been received and paid. When 
possible, the Plan will allow the Participant to tell us who is involved in the Participant’s care. 
However, in emergency situations or other situations in which it is not possible for the 
Participant to provide such information, the Plan will use its best judgment and share only 
information that others need to know in order to see that the Participant gets the care that he 
or she needs. Unless you tell us not to, we may also share information about the Participant 
with a public or private agency during a disaster so the agency can help contact the Participant’s 
family or friends to tell them where the Participant is and how the Participant is doing. 
 

• For research.  Under certain circumstances, the Participant’s medical information may be 
used or disclosed for research to improve public health and develop new knowledge. For 
example, a research project may involve comparing the health and recovery of patients 
receiving one medicine for an illness to those who received a different medicine for the same 
illness. We only use and share your information for research as allowed by federal and state 
law. Each research project is approved through a special process that balances the research 
needs with the patient’s need for privacy. In most cases, if the research involves your care or 
the sharing of medical information that can identify you, we will first explain to you how the 
information will be used and ask for your consent to use your information. The Plan may 
access the Participant’s medical information before the approval process to design the research 
project and provide the information needed for approval. Health information used to prepare 
a research project will not leave the Plan. 
 

• As required by law.  We will disclose the Participant’s health information when required to 
do so by federal, state or local law. The use or disclosure will be made in compliance with the 
relevant law and will be limited to the relevant requirements of the law. You will be notified, 
if required by law, of any such use or disclosure. Disclosure required by law might include 
responding to a court order, subpoena, warrant, summons or similar process; to identify or 
find a suspect, fugitive, material witness or missing person; situations in which the Participant 
is suspected to be a victim in a crime; disclosure because of a death we believe may have been 
caused by a crime; disclosure because of suspected criminal conduct; disclosure in an 
emergency to report a crime, the location of the crime or victims or to identify, describe or 
give the location of the person believed to have committed the crime; situations in which the 
Participant is in the custody of the police or other law enforcement officials; and situations in 
which the law requires us to report abuse, suspected abuse, neglect, suspected neglect, injuries 
to Participants, or domestic violence. (Also see the provisions dealing with disclosure of records related 
to reproductive health care and substance use disorders.) 
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• For public health. We may use and disclose the Participant’s information when necessary to 
prevent a serious threat to your health and safety or the health and safety of the public or 
another person.  Such disclosures will only be made to someone who may be able to prevent 
the threat such as public health authorities or other authorities with authority to collect such 
information. Such disclosures may be made for the purpose of preventing or controlling 
disease, injury or disability; reporting child, elder or dependent adult abuse or neglect; 
reporting domestic violence; reporting to the Food and Drug Administration problems with 
products and reactions to medications; and reporting disease or infection exposure. When we 
report suspected elder or dependent adult abuse or neglect or domestic violence, we will 
inform the Participant promptly unless, in our best professional judgment, we believe such 
notification would place the Participant at risk of serious harm or would require informing the 
party we believe is responsible for the abuse, neglect or harm. We may also share the 
Participant’s information with coroners, medical examiners and funeral directors so they can 
carry out their duties and federal officials for national security and intelligence activities. 
 

• For health oversight.  We may disclose the Participant’s medical information to a health 
oversight agency for activities authorized by law, such as surveys, audits, investigations and 
inspections. Oversight agencies seeking this information include governmental agencies that 
oversee the health care system, government benefits programs, licensure proceedings, other 
government regulatory programs and civil rights laws. 
 

• Judicial and Administrative Proceedings.  The Plan may be required by law to disclose the 
Participant’s medical information in the course of an administrative or judicial proceeding to 
the extent expressly authorized by a court or administrative order. We may also disclose 
information about the Participant in response to a subpoena, discovery request or other lawful 
process if reasonable efforts have been made to notify you of the request and provide you 
with a chance to object to disclosure in the appropriate forum, if possible. (Also see the provisions 
dealing with disclosure of records related to reproductive health care and substance use disorders.) 
 

• Organ and tissue donation.  If the Participant is an organ or tissue donor, we may disclose 
the Participant’s medical information to organizations involved in procuring, banking or 
transplanting organs and tissue. 
 

• Military Veterans.  If the Participant is or was a member of the armed forces, we may release 
medical information as required by military command authorities. We may also release 
information for the purpose of determination of eligibility for veterans’ benefits. We may 
disclose such information to a foreign military authority if the Participant is or was a member 
of that foreign military service for the same purposes. 
 

• Workers’ Compensation.  We may disclose the Participant’s medical information as 
authorized to comply with workers’ compensation laws and other similar legally-established 
programs. We may make periodic reports to your employer about your condition to the extent 
your care is covered by workers’ compensation laws. We are may also be required by law to 
report cases of occupational injury or occupational illness to the employer or workers’ 
compensation insurer. 
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• Inmates or individuals in custody.  If the Participant is an inmate of a correctional 
institution or under the custody of a law enforcement official, the Plan may release medical 
information to the correctional institution or law enforcement official. This disclosure would 
be if necessary: (1) for the institution to provide the Participant with health care; (2) to protect 
the Participant’s health and safety or the health and safety of others; or (3) to protect the safety 
and security of the correctional institution. 
 

• Breach notification.  In the case of a breach of unsecured protected health information of 
the Participant, we will notify you as required by law.  If you have provided us with a current 
email address, we may use email to communicate with you related to the breach. In some cases, 
our business associate may provide the notification. We may also provide notification by other 
appropriate methods. We may also use the Participant’s medical information to provide legally 
required notices of unauthorized access to or disclosure of the Participant’s health information 
to appropriate government officials as required by law. 
 

• Business Associates.  We may disclose the Participant’s health information to our business 
associates that perform functions on our behalf or provide us with services if the information 
is necessary for such function or services. All of our business associates are obligated by 
contract and by law to protect the privacy of the Participant’s health information and are not 
allowed to use or disclose any information other than as specified in this Notice. 
 

• To other covered entities such as other health plans.  We may in certain situations disclose 
your information to other covered entities, such as other health care plans which provide you 
benefits, to coordinate your care and benefits with such other entities as allowed by law. 
 

• To the Plan Sponsor.  In certain circumstances as allowed by law, we may provide certain 
parts of your information to the Plan’s Sponsor, but only as expressly allowed. 
 

PERMITTED AND REQUIRED USES AND DISCLOSURES THAT REQUIRE THE 
PLAN TO PROVIDE YOU WITH AN OPPORTUNITY TO OBJECT TO THE USE OR 
DISCLOSURE 
 
 As discussed above, there are certain situations in which the Plan is allowed or required to use 
or disclose the Participant’s health information, but in which the Plan must give the Participant an 
opportunity to object to such use or disclosure. Those include: 

 

• Individuals involved in the Participant’s care or payment for the Participant’s care.  
Unless the Participant objects, the Plan may disclose to a family member or close friend or 
any other person the Participant identifies information directly related to that person’s 
involvement in the Participant’s care and payment for said care. If the Participant is unable to 
agree or object to such disclosure, we may disclose such information as necessary if we 
determine it is in the Participant’s best interest based on our professional judgment. 
 

• Disaster Relief.  We may provide protected health information to disaster relief organizations 
that seek such information to coordinate the Participant’s care or to notify family members 
and friends of the Participant’s location or condition during or after a disaster. The Participant 
will be given an opportunity to object to such disclosure whenever we can practically do so. 
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• Disclosure of protected health information in response to legal process, subpoena or 
discovery in a legal proceeding.  When practical for us to do so, we will notify the 
Participant or authorized representative when a Participant’s protected health information is 
sought by a third party through legal process such as a subpoena or discovery requests. If we 
are informed the Participant has taken timely steps to object to such disclosure and are 
provided written evidence of such objection filed in the appropriate forum, we will refrain 
from disclosing such information until otherwise ordered by the Court or other tribunal to 
disclose said information notwithstanding the Participant’s objection. We may also inquire 
from the requesting party what steps, if any, have been taken to notify the Participant of the 
request or to protect or limit use of the Participant’s health information. (Also see the provisions 
dealing with disclosure of records related to reproductive health care and substance use disorders.) 
 

• For fundraising purposes. You will be given an opportunity to inform us you do not wish 
for your health information to be used for fundraising purposes. 
 

WHEN THE PLAN MAY NOT USE OR DISCLOSE THE PARTICIPANT’S 
PROTECTED HEALTH INFORMATION 
 

• Without your written authorization.  Except for the permitted uses and disclosures set forth 
above, the Plan will not use or share the Participant’s protected health information unless the 
Participant or authorized representative agrees to such use or disclosure in writing.  Any such 
authorization by the Participant or authorized representative may be revoked in writing at any 
time.  If the Plan receives such a written revocation of authorization, it will no longer use or 
disclose the protected health information for reasons covered by the written authorization. 
You should understand that the Plan is unable to take back any disclosures already made with 
your authorization prior to your revocation. 
 

• Marketing.  Without your written authorization, we are expressly prohibited from using or 
disclosing your protected health information for marketing purposes. 
 

• Selling your information.  We may not sell your health information without your written 
authorization. 
 

• Genetic information.  We will not use or disclose any of your protected health information 
that contains genetic information for underwriting purposes or any other purposes prohibited 
by law.  
 

• Psychotherapy notes.  We may not generally use or disclose the Participant’s psychotherapy 
notes without written authorization. 
 

• Medical information related to Reproductive Health Care.  We are prohibited from 
sharing your medical information related to reproductive health care for the following 
activities: 
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1) To conduct a criminal, civil or administrative investigation into or impose criminal, civil 
or administrative liability on any person for the mere act of seeking, obtaining, providing, 
or facilitating reproductive health care, where such health care is lawful under the 
circumstances in which it is provided. Example: We will not share your medical information if we 
know it will be used to investigate, prosecute or impose a penalty on your provider who orders testing used 
in making reproductive health care decisions. 
 

2) The identification of any person for the purpose of conducting such investigation or 
imposing such liability. Example: We will not share your medical information with anyone who wants 
to identify you or your health care provider regarding decisions made about your reproductive health care 
decisions. 

 
This prohibition will apply where we have determined that one or more of the following 
conditions exists:  
 
1) The reproductive health care is lawful under the law of the state in which such health care 

is provided under the circumstances in which it is provided. 
 

2) The reproductive health care is protected, required, or authorized by Federal law, including 
the U.S. Constitution, regardless of the state in which such health care is provided. 
Example: If use of the reproductive health care, such as contraception, is protected by the Constitution 

 
3) The reproductive health care was provided by a person other than the covered health care 

provider, health plan, or health care clearinghouse (or business associates) that receives 
the request for PHI. In such cases, the reproductive health care provided by a person other 
than the covered health care provider is presumed to be lawful except in certain specific 
circumstances set forth in federal regulations. 

 
We are required to obtain a written attestation that your medical information related to 
reproductive health care will not be used for prohibited purposes when it is requested by: 
 
1) Health oversight activities 

 
2) Judicial and administrative proceedings 
 
3) Law enforcement purposes 
 
4) Disclosures to coroners and medical examiners 
 
Example: We will obtain a written attestation before disclosing your medical information related to reproductive 
health care when requested under a court order. 

 
Your medical information disclosed to a third party may no longer be protected by HIPAA and may 
be redisclosed by the third party.  
 

• Medical records related to treatment of a substance use disorder (SUD). We will not 
share substance use disorder treatment records unless we have your consent, or disclosure is 
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permitted by 42 C.F.R. Part 2 (42 U.S.C. 290dd-2) rules. A separate patient consent is required 
for the disclosure of counseling notes related to SUD treatment. If we receive your Part 2 
records from someone else, such as your SUD provider, we may disclose the records if allowed 
by HIPAA. However, we will not disclose SUD records for civil, criminal, administrative, and 
legislative proceedings against you, unless you consent in writing, or in response to a court 
order as provided in applicable regulations. A court order authorizing disclosure must be 
accompanied by a subpoena or other legal requirement compelling disclosure. SUD treatment 
records which have been de-identified according to the standards established in the HIPAA 
Privacy Rule may be disclosed. 
 
You will have the right to opt out of fundraising uses of your Part 2 information if the Plan 
notifies you that it intends to use such information for fundraising purposes. 
 

YOUR RIGHTS REGARDING YOUR HEALTH INFORMATION 
 

• Right to review and get a copy of your medical information.  You have the right to look 
at and get a copy of your medical information, including billing records, in paper or electronic 
format. This information will generally be contained in a “designated record set”—medical 
records and other records maintained and used in making enrollment, payment, claims 
adjudication, medical management and other decisions. Your request to do so must be made 
in writing by forwarding your request to the Privacy Officer identified in this Notice. We will 
act on your request no later than 30 days following receipt of your request. If we need more 
time, we will inform of that need and provide a reason why we need the additional time. The 
Plan may charge a fee to cover copying, mailing and other costs and supplies as allowed by 
law. You may not inspect or copy the following records:  psychotherapy notes; information 
compiled in reasonable anticipation of, or used in, a civil, criminal or administrative action or 
proceeding; protected health information restricted by law; information that is related to 
medical research in which you have agreed to participate; information the disclosure of which 
may result in harm or injury to you or another person; or information that was obtained under 
a promise of confidentiality. In certain cases, we may deny your request and in those cases we 
will give you the reason for our denial in writing. Under certain circumstances you may have 
a right to have our decision not to allow you to inspect or obtain a copy of certain health 
information reviewed. Please contact the Privacy Officer identified in this notice to ask 
questions about such situations. 
  

• Right to ask for a change in your medical information.  If you think our information 
about you is not correct or complete, you may ask us to correct your record by writing to the 
Privacy Officer identified in this notice. Your written request must say why you are asking for 
the correction. We will respond within 60 days of our receipt of your request. If we need 
additional time to respond, we will notify you of that need and provide a reason why the 
extension is needed. If we agree, we will tell you and correct or amend your record. The Plan 
is unable to remove anything from your record, but can only add new information to correct 
or complete the existing information. With your help, we will notify others who have the 
incorrect or incomplete medical information. If your request is denied, we will tell you why in 
writing. You will have a right to submit a written statement up to 250 words that tells us why 
you believe your information is incorrect or missing and we will add your written statement to 
your record and include it whenever we share the part of your record the written statement 



9 
 

applies to. If we prepare a rebuttal to your written statement, we will provide you with a copy 
and may also include our rebuttal when your information is shared. 
 

• Right to a list or accounting of when your medical information was shared.  You have 
a right to ask for a list of when your health information was shared without your written 
consent. The Plan does not have to account for disclosures provided with your written 
authorization; for your treatment, payment or for the Plan’s business operations; for 
notification and communication with family; related to specialized government functions or 
for purposes of research or public health which exclude direct patient identifiers or which are 
incidental to a use or disclosure otherwise permitted or authorized by law; to a health oversight 
agency or law enforcement official to the extent the Plan has received notice from that agency 
or official that providing the accounting would be reasonably likely to impede its activities; or 
disclosures made before April 14, 2003.  You must request the accounting of disclosures in 
writing to the Privacy Officer identified in this notice. Your request must state the time period 
for which you want the list. That time period may not be longer than 6 years back from the 
date of your request. The first list you ask for within a 12 month period will be free, but you 
may be charged a fee if you request another accounting of disclosures in that same 12-month 
period. We will respond to your request within 60 days of our receipt of the request. If we 
need more than 60 days, we will inform you of the need for an extension and provide a reason 
why the extension is needed. 
 

• Right to notice in case of a breach.  You have a right to be notified if there is any breach 
of your unsecured protected health information. If such a breach occurs, we will notify you of 
such breach in accordance with applicable federal law. We will also follow applicable laws in 
notifying governmental entities of the breach if required. 
 

• Right to request restrictions or limitations on the use and sharing of your medical 
information.  You have the right to request a restriction or limitation on the health 
information that we use for treatment, payment or health care operations. You also have the 
right to ask that we limit the health information we disclose to someone involved in your care 
or payment for your care, such as a family member or friend. For example, you may request 
that we not share information about a particular diagnosis or procedure with your spouse, 
family member or friend. To request such a restriction, you should make the request in writing 
to the Privacy Officer identified in this notice. Your request should specifically identify the 
information you wish to have restricted and the person(s) to which the restriction should 
apply. In certain circumstances, we may not agree to your request except for those cases in 
which you ask us not to disclose protected health information to another health plan when 
you have paid for the particular service in full out-of-pocket and are not looking to the other 
health plan to pay for the particular service, as set forth in the next section. Otherwise, if we 
agree to your request, we will comply with the request unless the disclosure is necessary to 
provide you with emergency treatment. 
 

• Right to limit sharing of information with health plans.  If you paid for a particular service 
in full out-of-pocket (in other words, you requested that the medical provider not bill us for 
the service), you have the right to ask that your protected health information related to that 
item or service not be shared or disclosed to the Plan for purposes of payment or health care 
operations. Your request must be honored by the medical provider. You should notify the 
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provider of your desire to limit such information before the service is received since pre-
authorization from the Plan might require the provider to share information with the Plan 
before the actual service is provided. We cannot prevent such information from being 
provided before a procedure if the provider has not received such instructions from you at 
that time. 
 

• Right to request confidential communications.  You have the right to request that you 
receive your health information in a specific way or at a specific location. For example, you 
may ask that we send information to a particular address or email account. We will comply 
with all reasonable requests sent in writing to the Privacy Officer identified in this notice. We 
will not ask you why you have requested that your communications be delivered in a specific 
way or to a specific location. 
 

• Right to get a paper copy of this notice.  You have a right to get a paper copy of this notice 
even if you have already agreed to receive it electronically. You may obtain a paper copy by 
contacting the Privacy Officer identified in this notice.  
 

• Underwriting decisions.  You have the right to know the reasons for an unfavorable 
underwriting decision. Previous underwriting decisions may not be used as the basis for future 
underwriting decisions unless we make an independent evaluation of the basic facts. Your 
genetic information cannot be used for underwriting purposes or other purposes expressly 
prohibited by law. 
 

• Right not to be subjected pretext interviews.  You have the right with very limited 
exceptions not to be subjected to pretext interviews. This Plan does not engage in pretext 
interviews. 
 

• Right to file a complaint.  You have the right to file a complaint regarding the use or 
disclosure of your protected health information. If you believe your privacy rights have been 
violated, you may file a complaint with the Plan’s Privacy Officer identified in this Notice. You 
may also file a complaint with the Office of Civil Rights at the following address: 
 
Office of Civil Rights, Region IV 
U.S. Department of Health & Human Services 
Sam Nunn Atlanta Federal Center 
Suite 16T70 
61 Forsyth Street, S.W. 
Atlanta, GA 30303-8909 
 
The form of the Complaint to submit to the Office of Civil Rights can be found at 
www.hhs.gov/ocr/privacy/hipaa/complaints/hipcomplaint.pdf.  
 
You may not be retaliated against for filing a complaint. 

 
 
 
 

http://www.hhs.gov/ocr/privacy/hipaa/complaints/hipcomplaint.pdf
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CHANGES TO THIS NOTICE OF PRIVACY PRACTICES 
 
 The Plan reserves the right to amend its privacy practices and the terms of this Notice of 
Privacy Practices at any time in the future. Until such amendment is made, we are required to comply 
with this notice. After an amendment is made, the revised Notice of Privacy Practices will apply to all 
protected health information that we maintain, regardless of when it was created or received. We will 
keep a copy of the current notice posted at the Plan Office and you have a right to receive a copy of 
the most current policy upon request from the Privacy Officer. Revisions to our Notice of Privacy 
Practices may also be posted on the Plan’s website. 
 
 Please note that we do not destroy personal information about you when you terminate 
coverage with the Plan. It may be necessary to use and disclose this information for the purposes 
described in this Notice even after your coverage terminates; however, policies and procedures will 
remain in place to protect against inappropriate use or disclosure. 
 
 IF YOU HAVE ANY QUESTIONS, WANT TO MAKE A REQUEST, OR WANT 
TO FILE A COMPLAINT, please contact our Privacy Officer, R. Joel Hill at P.O. Box 721119, 
Byram, MS 39272; phone: (601)373-8434 or (800)424-8434; email: jhill@ibew480.org. 
 

 
IMPORTANT NOTICE REGARDING GRANDFATHERED STATUS 

 
The NECA-IBEW LOCAL 480 HEALTH AND WELFARE PLAN is a “grandfathered 

health plan” under the Patient Protection and Affordable Care Act (“PPACA”).  As permitted by 
PPACA, a grandfathered health plan can preserve certain basic health coverage that was already in 
effect when that law was enacted. Being a grandfathered plan means that your plan may not include 
certain consumer protections of PPACA that apply to other plans, for example, the requirement for 
the provision of preventive health services without any cost sharing. However, grandfathered health 
plans must comply with certain other consumer protections in PPACA, for example, the elimination 
of lifetime limits on benefits. 

Questions regarding which protections apply and which protections do not apply to a 
grandfathered health plan and what might cause a plan to change from grandfathered health plan 
status can be directed to the Plan at NECA-IBEW Local 480 Health & Welfare Fund, P.O. Box 
721119, Byram, MS 39272; phone: (601)373-8434 or 1-800-424-8434; email: jhill@ibew480.org. You 
may also contact the Employee Benefits Security Administration, U.S. Department of Labor at 1-866-
444-3272 or www.dol.gov/ebsa/healthreform.  This website has a table summarizing which 
protections do and do not apply to grandfathered health plan. 

 
 

mailto:jhill@ibew480.org
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